### From repeated nonce, recover DSA nonce

You should know how to find a collection of DSA-signed messages form this file [DSA nonce.txt](DSA%20Nonce.txt).  (NB: each message has a trailing space.)

These were signed under the following public key:

y = 2d026f4bf30195ede3a088da85e398ef869611d0f68f0713d51c9c1a3a26c95105d915e2d8cdf26d056b86b8a7b85519b1c23cc3ecdc6062650462e3063bd179c2a6581519f674a61f1d89a1fff27171ebc1b93d4dc57bceb7ae2430f98a6a4d83d8279ee65d71c1203d2c96d65ebbf7cce9d32971c3de5084cce04a2e147821

It should not be hard to find the messages for which we have accidentally used a repeated "k". Given a pair of such messages, you can discover the "k" we used with the following formula:

(m1 - m2)

k = --------- mod q

(s1 - s2)

***Question 1*** Give the proof of this formula (paper work).

If you want to demystify this, work out that equation from the original DSA equations.

**()**

Remember all this math is mod q; s2 may be larger than s1, for instance, which isn't a problem if you're doing the subtraction mod q. (And don't forget that modular inverse function!)

***Question 2*** (Optional): Now, try to recover *k* , submit it.

What's my private key? Its SHA-1 (from hex) is:

ca8f6f7c66fa362d40760d135b763eb8527d3d52

A brief introduction to DSA

(<https://en.wikipedia.org/wiki/Digital_Signature_Algorithm> )

## Signing

Let ![H](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABIAAAAOBAMAAADQ9FGEAAAALVBMVEX///90dHTMzMwMDAyKioq2trZAQEAWFhbm5uaenp4wMDAEBAQiIiJiYmIAAABpsOwvAAAAAXRSTlMAQObYZgAAAAlwSFlzAAAOxAAADsQBlSsOGwAAAHZJREFUCB1jYGC483olx+rnCQwMDKxPGBi4NgAZDLwvGBi4F4BYPAYMDHoCIBZfAgODnAKIFefAwLAaxGCQW5aW9gbMWs7AwPQWzNrGwMD4FMRiAhrH9gDEYgQax3wAxAIZ33cBxAIZ7xcAZLDVbWuYte8sAwMAFNUag9r3ZwEAAAAASUVORK5CYII=) be the hashing function and ![m](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABEAAAAJBAMAAAAmxto/AAAAMFBMVEX///8WFhZQUFAMDAzMzMyenp62trZAQEAEBATm5uYiIiJ0dHQwMDBiYmKKiooAAABU0ngcAAAAAXRSTlMAQObYZgAAAAlwSFlzAAAOxAAADsQBlSsOGwAAAF9JREFUCB1j4LvDt3vl3DsPGBh4OcoYjm9ga2BgCJn/gGExA+sHBgaGeAaGbgamBUCWFgPnFwZGBSBLloGvgWG+A5D1jYH9AMNmlgCQWuYNDOVMDAzcBQwcExhyrjAAAF/aFj8q/GVCAAAAAElFTkSuQmCC) the message:

* Generate a random per-message value ![k](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAkAAAAOBAMAAAAPuiubAAAALVBMVEX///8wMDAWFhYEBAR0dHRQUFAMDAxiYmLm5ua2traKiopAQEAiIiLMzMwAAADP31JwAAAAAXRSTlMAQObYZgAAAAlwSFlzAAAOxAAADsQBlSsOGwAAAEtJREFUCB1j4D23gQEI+BaAyHkNILIMRDCcBpOvOMoDGDhftHAnMLBnOHA0MPCkgMT53E8CyXkNbkCyjMGZYwFQ+SIWBgZNBsYqBgCWpg/R/xOqqwAAAABJRU5ErkJggg==) where ![0 < k < q](data:image/png;base64,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)
* Calculate ![r=\left(g^{k}\bmod\,p\right)\bmod\,q](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAALYAAAAfBAMAAAC4zSoRAAAAMFBMVEX///8MDAy2trYWFhYiIiJQUFCenp7m5uYEBARiYmLMzMxAQEAwMDB0dHSKiooAAADOW4UwAAAAAXRSTlMAQObYZgAAAvhJREFUSA2dVktoU0EUPX39JO81v5XSUiUiuCnSgop0oQR3bqSC4Ep5+EFUpOlCKLpIEKSIUCIWP0jxKQqFLlrtQgWFLJQiQlvBgqUGAiK4KUaFFksX3pn3ZjqTTOKzs3hz7jnn3kzuzPsAxnHXyOqkU9bjkJHdH8Z4MoypxnOmhjERLZ6J/QcXGQ4M0w2NTqahbBbbRUuWzLpgXwnwH/NQNjAfaZw03lg2qg8EO7y7KKCcH6clbClLqADFoLACbg+AdfBcUXByftkrYTwjoQIUg8IG0FkNgH1dNEcxtW7UdioKL6FikJwEiVQAW04JJDVATb2m8BKqBkkK0D4VoCQq84KUs5p6WLIKUA0K7cPm/oB6ghPpGlVNfV2jErFhSHyJL3m6panA4tKdQ5zeObI8eqU0CzwtHQeuji30En2puMzu+FHmMBpwtnQZdnQmVybH9B42MoQQZY2IFexgS296sVn0ZK39eJR1OjHIahf2elEPuE0QMBkSvVYHLuRchzs2LkmX8EeILe0C/Uou3TSP2BS1q51qO+kRUEwmNgwGTHqRX8AA19ULr30DYks7YOeRdHs8xPP0F3k76ZgmC8BnnmYyvEVbBTimluWY1bbW+MJYTKkpqv2Daq8OuH7teAqT5LrFdKPhD1ozQB/XtX6XgXgFOc9Xgtq0brsi1h2bwj1S/XUZDM4K2GmjtlQN1kla2PeADlJph2PFJr/fiJaxjWT/DBoMzhpyLm9LVW1aFJy806XXbtuKHVlrGOMp4icLdpGmd9wS1NYMWzBHC2QefdgZir+NHfDZ7p/9R9d3zfWh+/4LYGJx4XeaDsj5ElP5Q81omFg0v1fa8iyPnaG64wNXIuKhZvLtM5HAGlWWx9toYc0GEnk+mS8rZvo98BCDrllkLG0VG/LdxyP9YtX5T6eBi6XnuleLvq6nWcxu+3rj2bpZbHbrZej8Jz0MFVmZUDZ0hrPprjd6WCcK9/VVnRzuiync11d17chMNWOIN/VZZaizKeovBAPK9wsuz0wAAAAASUVORK5CYII=)
* In the unlikely case that ![r=0](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAACwAAAAOBAMAAACmzuMPAAAAMFBMVEX///8MDAy2trYWFhYiIiJQUFCenp7m5uYEBARiYmLMzMxAQEAwMDB0dHSKiooAAADOW4UwAAAAAXRSTlMAQObYZgAAAAlwSFlzAAAOxAAADsQBlSsOGwAAAIhJREFUGBljYMAA7HunYogBBRgX8B3AIj6HgaEJi7ApA4MlFuG/DAyHGfju8N5egCzJ/o+BYSMDJ8fx+gdA4c3GIODAwMAFFN7BkFWfwIWsGCx8goEhH0WQgQFkiCMDQwiaMAPQSme4Y+BmM0Ac+Ald9RQGhk8MbB/QhQsX8Dow8B5AF+YCBhUAQGsgIL1x3VMAAAAASUVORK5CYII=), start again with a different random ![k](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAkAAAAOBAMAAAAPuiubAAAALVBMVEX///8wMDAWFhYEBAR0dHRQUFAMDAxiYmLm5ua2traKiopAQEAiIiLMzMwAAADP31JwAAAAAXRSTlMAQObYZgAAAAlwSFlzAAAOxAAADsQBlSsOGwAAAEtJREFUCB1j4D23gQEI+BaAyHkNILIMRDCcBpOvOMoDGDhftHAnMLBnOHA0MPCkgMT53E8CyXkNbkCyjMGZYwFQ+SIWBgZNBsYqBgCWpg/R/xOqqwAAAABJRU5ErkJggg==)
* Calculate ![s=k^{-1}\left(H\left(m\right)+xr\right)\bmod\,q](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAOwAAAAXBAMAAAD6qL79AAAAMFBMVEX///8EBARQUFAwMDBAQEAMDAyenp62trYiIiKKiorMzMwWFhZ0dHRiYmLm5uYAAABoxaDYAAAAAXRSTlMAQObYZgAAA4FJREFUSA3FVE1oE0EU/tKk3eym2QjFixWtN0HBSEU9iOYQEVprpYgKag2KF0GsePDgoXuoiB7a4K1UMIeKINVWESoEIdoWL6mN2B4sahf/QLBWUVJ/q+/N7jSzNQlepA8y876fmTd/G6BcBFPl1P+l6asWpSx8i1o27KmuoIclz7moYpwp6QeMrphU3d12A+GumsSrlXdYICTDb8tsYV9UCdQutKk4kgSG4/F4xj1kI0pqO5Hr2SWQa1dzlyqrrPGavKjdltjZrb+N8BSRNcwLxAnHRqcr0hZVypadmJ/FKRtifI72+ZMTgTjhOOp0sNy+0EmlwFBWtmyHtFZNbeF0mJsvQPX3ecQJR8TpipSVimtwOqXsdDbjkYBv5vM6lbpAQPtGx7uEWUL6Ez3bOf2EbjuUYAqybN94eAiXo9kGR9FudY929g0lYax9YMNsyjplj2RfAgMmbyKQ5rjLU2hz7wO7OZExSEn153i82WKGUNi3AxsyGq3Cn2FKljUzwc4rdq7mA68xQ7SvAfVJbQ5nbaMVV1PmAfbqA9oh6BZSDAoRbs2YdgECKwj4B4D+HLOEjs8k6a6rPgIVdUzJsmGE6oyqm3meUSiVUXqK5iwOAhtwG2hkb3+KGO3HJOdKBMnkCZoevhgw1sY0o5PAclRYtO8YIQpLtCYiCYjluEplDo+BvEbned+kIxCHvFk4en6TVY3I6HkVAnME+5NAs6AZrQbdTKjOnbwxna5Npy1WaT1iOYWy9FnkdSo79jbvlv3FjusI8gDlbtvtESKUWEb5mA3sFxyje9CXYCZFw3KCk09KbCckOKHQbrks73ZK7tbI84L3oDrmDJXtBB0I7a0Q+yilPyjzl6AYzSIQxYiRgN81WkIycAfvEGljIBS3LN0I6tHi3K3xHTMJbEXQFmPmmw70VM8DTrbQj/6g9FnBEqLHVJlBvAKoFCXk3Z68dhs5cdCuIsses7VWnLKNpTzDXmwDbmRfiNkKzSD8TwuIsmFa5qddVeu/5pgmROfjs3F6kiZ3jZboe7OvszaGRM6K1txScXjT0R85rWnchrHz2Tr6+tA7Kh60cJVr3nhED7rkSpbHwkAqfwlE0Kf0DxFIqCYPuugqUdUhcqn8JRBBb/ofwrRUk4q0mKqoeWmF/wZVZ+n8hEdSkN8jqKC0Amz/nFKtJXPdY1PQo5JDSitiyB8ng/Oopk4UNAAAAABJRU5ErkJggg==)
* In the unlikely case that ![s=0](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAACsAAAAOBAMAAABEEvh2AAAAMFBMVEX///8EBARQUFAwMDBAQEAMDAyenp62trYiIiKKiorMzMwWFhZ0dHRiYmLm5uYAAABoxaDYAAAAAXRSTlMAQObYZgAAAAlwSFlzAAAOxAAADsQBlSsOGwAAAJlJREFUGBljYMAAT84qYIgBBaIYJmMR5jVgYCzAFOdWYOC+gCnMf4CBeQMDw9szB1Dk3k9gYAlgYNjA9wsozLIbBHYAWeuBwgIMnA0MC1BUA4WZBRjYf99CEWUAGsIBNGT2/wQUcaCVHBsYVjFwNACFEWZDHBjCwOOAopq3gYG/gMGOgeMBijBfFMMJBoa1Z+6hiDIwLAEGFQAF1Cnj20bkpwAAAABJRU5ErkJggg==), start again with a different random ![k](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAkAAAAOBAMAAAAPuiubAAAALVBMVEX///8wMDAWFhYEBAR0dHRQUFAMDAxiYmLm5ua2traKiopAQEAiIiLMzMwAAADP31JwAAAAAXRSTlMAQObYZgAAAAlwSFlzAAAOxAAADsQBlSsOGwAAAEtJREFUCB1j4D23gQEI+BaAyHkNILIMRDCcBpOvOMoDGDhftHAnMLBnOHA0MPCkgMT53E8CyXkNbkCyjMGZYwFQ+SIWBgZNBsYqBgCWpg/R/xOqqwAAAABJRU5ErkJggg==)
* The signature is ![\left(r,s\right)](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAACYAAAAVBAMAAADY/YGeAAAAMFBMVEX///9QUFCenp4MDAzm5uYEBAQiIiJAQEB0dHQWFha2trYwMDCKiorMzMxiYmIAAACOV7ETAAAAAXRSTlMAQObYZgAAAOpJREFUGBlt0DFqAkEUxvE/G3cZdY1JY70XCNoFUi2EpNQreITgAcJ2CjZLDiDb2W5hEUKKbVME7EPEQrASbA2E5M1zLHZxinnv+80rZgbOrl1JTSYxLErGQuJXmTS/VawZQVoxL8c8VYw9QUE4NeOlnvQnCbxQz7j0F4NCLa39wit+zM0gaimFQ2T+mrakrgo0Dvb+W9oxdJzx8RdZ82V65uybYAjPXGTw4+xWb/ZOM8Hbi90nyFODGO7sicnFHlJYTTbS9aj1pNiV6C7/dAUj1xeuBkt4PPatyNlcqrfWEDoit83nKWk1Mf9opC8fTFMYVwAAAABJRU5ErkJggg==)

The first two steps amount to creating a new per-message key. The modular exponentiation here is the most computationally expensive part of the signing operation, and it may be computed before the message hash is known. The modular inverse ![k^{-1}\bmod\,q](data:image/png;base64,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) is the second most expensive part, and it may also be computed before the message hash is known. It may be computed using the extended Euclidean algorithm or using Fermat's little theorem as ![k^{q-2}\bmod\,q](data:image/png;base64,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).

## Verifying

* Reject the signature if ![0<r<q](data:image/png;base64,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) or ![0<s<q](data:image/png;base64,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) is not satisfied.
* Calculate ![w=s^{-1}\bmod\,q](data:image/png;base64,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)
* Calculate ![u_{1}=H\left(m\right)\cdot w\,\bmod\,q](data:image/png;base64,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)
* Calculate ![u_{2}=r\cdot w\,\bmod\,q](data:image/png;base64,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)
* Calculate ![v=\left(\left(g^{u_{1}}y^{u_{2}}\right)\bmod\,p\right)\bmod\,q](data:image/png;base64,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)
* The signature is invalid unless ![v=r](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAC0AAAAJBAMAAABUCbiJAAAAMFBMVEX///8iIiIEBASKiooWFhbm5uaenp5AQEBQUFAMDAx0dHS2trYwMDBiYmLMzMwAAABFi8JNAAAAAXRSTlMAQObYZgAAAHZJREFUCB1j4LuzgWsCAzJgXsO1/AEDB3sB21egcIkLCAgAWbxMR+MNGLI5FzA4AHkIkBefwAfkvQ9guIAQBLHywdwrDAwLwAw40QhmeTAwPwAyEOYz+ILFlRl4wTSC+A1myjKsQwiBWGwfwPw3tzaginMdAPIBcoUZqF0TIyYAAAAASUVORK5CYII=)

DSA is similar to the ElGamal signature scheme.
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